
• We find that the embedded watermark is tamper 

resistant and the watermark could be retrieved from 

manipulated greyscale images subject to rotation and 

compression distortions. Preliminary studies using 

greyscale images suggest that SVD based digital 

watermarking methods are robust and can be used to 

verify and authenticate data ownership.

• This project integrates advanced application of linear-

algebra-based methods with Python based programming 

methods to provide solutions to real world problems of 

current interest.
(i) MMT has dimensions mxm – Calculate 

eigenvalues and eigenvectors of MMT  The 

eigenvectors of MMT form columns of U   

(ii) (ii) S is a diagonal mxn matrix and the diagonal 

elements of S are square root of the eigenvalues 

of MMT (with additional zeros in the diagonal if 
required for dimensional matching)   

(iii) (iii) MTM has dimensions nxn - Calculate 
eigenvalues and eigenvectors of MTM . The 

eigenvectors of MTM form columns of V V*= VT  

Mathematical Modeling for Digital Watermarking

Abstract

• Automated digital watermarking is an excellent 

technique for prevention of online digital data from theft 

and piracy. With current advances in internet, network 

and social media technologies, protecting online data 

theft and piracy to preserve brand ownership remains 

a top priority. 

• A watermark is a pattern inserted into a digital image, 

audio or video file which identifies a file’s copyright 

information. Common types of signals to watermark 

are text, digital images, audio music clips and videos. 

• Digital images are stored as arrays/matrices on 

computers which allows matrix-algebra based methods 

for image processing. 

• We have applied mathematical modeling techniques 

using singular value decomposition (SVD) for digital 

watermarking of visual data. We wrote Python-based 

codes to digitize images and embedded copyright 

information into visual images using SVD based 

methods. 

• We find that the embedded watermark is tamper 

resistant and the watermark could be retrieved from 

manipulated greyscale images subject to rotation and 

compression distortions. 

• Our preliminary studies using greyscale images 

suggest that SVD based digital watermarking methods 

are robust and can be used to verify and authenticate 

data ownership. Digital watermarking can be used to 

prevent copyright infringement and data theft online.

•  This project integrates advanced application of linear-

algebra based mathematical methods with Python 

based programming to provide solutions to real-world 

problems of current interest.
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Using IPython and Numpy, we characterized color 

and grayscale images as arrays and implemented 

singular value decompositions (SVD) and principal 

component analysis (PCA) for grayscale and color 

image processing studies.
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